Bypass Authorization

Running Fedora without authorization means that the REST API is available to any request coming from the container and lacks any finer-grained security.
This is useful when Fedora is running behind another application that connects to Fedora and implements its own security checks. This configuration is
also useful for temporary demonstrations and for running software tests that do not require security.

Disabling authorization in Fedora does not preclude the use of container authentication to secure Fedora. However, container roles are not used for any
further authorization within Fedora. All requests are treated as superusers.

To disable authorization simple set the f cr epo. aut h. enabl ed configuration property to f al se, using either a configuration file or - D argument.
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